**Overview:**

The Cybersecurity and Infrastructure Security Agency (CISA) issued a warning that SolarWinds Orion products have been compromised and have been used to exploit multiple organizations. Details can be found in the reference links below.

HID Global does not use SolarWinds products.

At this point we have no indication that our networks, including our source code repositories and build environments, have been compromised. We are actively and continually monitoring our environment. If a compromise of our systems is detected, HID Global will take appropriate action including notifying affected customers.

**Affected Products:**

HID Global does not use SolarWinds products.

**Next Steps:**

HID Global Information Security in collaboration with our Product Security and Privacy Teams are actively monitoring the situation. If a compromise of our systems is detected, HID Global will take appropriate action including notifying affected customers.

**Contact Information:**

If you have any questions about this advisory, please contact your local sales or technical support representative.

**References:**

CISA Alert: [https://us-cert.cisa.gov/ncas/alerts/aa20-352a](https://us-cert.cisa.gov/ncas/alerts/aa20-352a)


SolarWinds Security Advisory: [https://www.solarwinds.com/securityadvisory](https://www.solarwinds.com/securityadvisory)